
TOOL TO SUPPORT INFORMATION 
SECURITY MANAGEMENT 
SYSTEMS 
Section 5 (2a and 2b of Cyber Security Act)

•	Free software with the producer’s support

•	Catalogues and code lists according to the 	

	 Cyber Security Act

•	Low investment and operating costs

•	Enables modelling of links between assets

•	Catalogue of security audits according to 	

	 ČSN ISO 27001

•	Pre-defined and custom reports

•	Ideal tool for risk analysis

powered by:

VERINICE

ABOUT VERINICE

VERINICE is a free tool to support corporate information security management systems Made  

in Germany, used by German car makers. DATASYS has localized VERINICE to comply with the Czech 

legal system to ensure that the programme is in line with the requirements of the Cyber Security Act.

Users of VERINICE, typically  

Security Managers, will use this 

tool to model dependencies 

between business (organizati-

onal) processes and the orga-

nization’s supporting technical 

or data assets, and to determi-

ne the impacts of the potential 

violation of the confidentiality, 

integrity or availability of such 

assets.



VERINICE is a comprehensive tool for supporting corporate information security  
management systems. It will help you manage information security.

Cost effective, systematic & consistent.
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During risk analysis in the risk assessment processes, 

users will use “risk scenarios” to classify threats and vu-

lnerabilities from a predefined catalogue regarding the 

specific assets facing these threats; at any level in the 

model of assets, they may explicitly set the probability of 

the occurrence of the threat or the degree of asset vulne-

rability. 

Using the links defined in the model of assets, the risks 

relating to specific assets will then propagate to the de-

pendent assets, including business processes.

VERINICE works similarly with security checks (measures), 

whether established or planned, in which it is possible to 

determine the effects of their implementation, i.e. the final 

degree of risk at all levels of the modelled information sys-

tem. Together with the links to the model of assets, VERINICE 

also makes it possible to register security incidents, docu-

mentation, granted exemptions, audit findings and more.
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